D-Link

Setup Guides

[Basic Manual Setup for G413X-How to change Wi-Fi password]

1) On a device that is connected to the router (preferably with a cable on a pc/laptop or WiFi on
a phone is fine but please make sure your mobile data is off).
Note: this config is best done with a LAN cable.

2) Open a web Brower (internet explorer/google chrome/firefox) input the IP address of your
router (default is 10.0.0.2 unless it was changed), we will use Microsoft Edge in this example.
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3) Login (default password is admin unless it was changed)
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4) Go to Wireless (top) then Security (left)
a. Click [Security] for 2.4GHz if you wish to change the password for 2.4G WiFi
b. Click [Security] for 5GHz if you wish to change the password for 5G WiFi

mmm EasyHesh

This page allows you setup wireless security. Using WEP or WPA Encryption Keys will help prevent unauthorized access to

Basic Settings your wireless network.

Advanced Settings Select SSID: | Root AP - 2.4G Name you ke v |

Encryption: | WPA2-WPA3-MIXED v|
m Authentication Mode: () Enterprise (RADIUS) @ Personal (Pre-Shared Key)

Cipher Suite: TKIP AES
Management Frame Protection: () none @capable O required

SHA256: | gisaple | enable

Pre-Shared Key Format: | Passphrase v|

Basic Settings

Pre-Shared Key: | --------------- |

Security

Advanced Settings

= soesropty ket
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5) Clickonthe < « « nextto Pre-Shared Key, to reveal your Wi-Fi password.
You may now update the password to a preferred one.
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This page allows you setup wireless security. Using WEP or WPA Encryption Keys will help prevent unauthorized access to
your wireless network.

Encryption: |WPA2—WPA3-MIXED V|
Authentication Mode: OEnterprise (RADIUS) ® personal (Pre-Shared Key)

Cipher Suite: TKIP AES

m Management Frame Protection: (O none @ capable O required

Select SSID: | Root AP - 2.4G Name you like |

SHA256: | gisable * enable
Pre-Shared Key Format: |Passphraae V|
m Pre-Shared KeyI|Passwurdyquike | I

= Save & Apply [ Rese |

Page 4|5



D-Link

Setup Guides

6) Click on Save & Apply
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C | A Notsecure 10.0

Basic Settings
Advanced Settings
Access Control
Site Survey

Basic Settings
Advanced Settings
Access Control

main.html

J’_

mmm Wireless mm

This page allows you setup wireless security. Using WEP or WPA Encryption Keys will help prevent unauthorized access to
your wireless network.

Select SSID: | Root AP - 2.4G Name you like v |

Encryption

Authentication Mode

Cipher Suite:

Management Frame Protection

Pre-Shared Key Format

Pre-Shared Key

Save & Apply

- [weaz-wpa3-MIXED

vl

- OEnterprise (RADIUS) ©Personal (Pre-Shared Key)

TKIP AES

X Onone @capable Orequired

SHAZ56:

disable

enable

- | Passphrase

v|

s |Passwordyuu|ike

7) Restart the router after the countdown is done & the change is done

8) Please remember to update the Wi-Fi password on your previously connected devices.

Page 5|5



