How to set port forwarding on DSR_500

[Topology]:

Server(192.168.10.100)-----(192.168.10.1)DSR-500N(1.1.1.1)-------PC(1.1.1.100)

[Firmware]:
Firmware:1.0.1B60

[Configuration]:
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[Testing result]:
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Network Connection Details

Network Connection Detals:

Property

Connectionspeciic DN

Desciption

Physical Address
ek

Valve.

ntel(R) PRO/100 VE Network Connectiol
000074D18D60
o

1Pv4 1P Address
P4 Subnet Mask
P4 Defau Gateway

111100
255.256.255.0
1111

TPva DNS Server
1Pv4 WINS Server
NetBIOS over Tepip En.
Linkocal IPVE Address
1P6 Defaui Gateway
1Pv6 DNS Servers

Yes
1080:2408:285330c7061%8

fecQ 0 0:1%1
focD 00251
fecD 00351
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