Win2k3 as PPTP VPN dial-in server, DI-804HV as PPTP dial-up client.

Before the scenario hands-on, we assume that the readers already along with following abilities:

1. The simple routing concept
2. The basic concept of PPTP and VPN.
The scenario also can be applying on DI-824VUP+
Scenario summary:
DI-804HV F/W:V1.44b06
1. Set WAN type to Static PPTP on DI-804 as PPTP client
Windows Server 2003 R2
1. As a PPTP VPN server for testing
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Notice:
1. The DI-8xx series no support the function of MPPE, so the windows 2003 PPTP server must allow no encryption to establish the PPTP tunnel.

Setting for PPTP Client-----DI-804HV
Step 1 Set the WAN type as static PPTP for DI-804 
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Setting for PPTP Server-----Windows 2003 R2
Step1 Go to Routing and Remote Access service, then press “configure and Enable Routing and Remote Access”
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Step2 Popup the Wizard( click “Next”
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Step3 Choosing “Custom configuration”
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Step4 Choosing the “VPN access”.
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Step5 click the finish, then starting the service.
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Step6 Check the properties, then following the step as below.
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Step7 Choosing the Authentication Method of MS-CHAP, CHAP and PAP, then click ok.
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Step8 create an IP range pool for PPTP clients. Within the scenario, we set the range as 172.16.16.5~172.16.16.10
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Step9 Add new policy for DI-804HV, and put it on first order.
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Step10 The DI-804HV no support MPPE, so we enable “No encryption” on PPTP server.
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Step Add a user for PPTP authentication. Within the scenario, we add an account as “test” who is allowed to dial into PPTP server.  
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Confirm
DI-804HV dial up to PPTP server
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DI-804HV get the IP address from PPTP server.
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Check status of PPTP server, then we can find the client already connect into PPTP server.

[image: image32.png]=100 =4

& oo E e

e | & E =2
[ Routing and Remote Access Ports
%SEWE' Status Hame. [pevice [useds [stetus_+ | =
E VEZK%ZSM(‘;‘:“)”ME(ES i Minport (PPTP) (VON4-127) VPN RASRoutng___hctive |
WAN Minport (LZTP) (VPNG-112) VPN RASRoutng Tnactve
ot Access Cents (1) 2 waN Miniport (L2TP) (YPNG-95) VPN RAS[RoUting  Inactive
&5 1P Routing S wa Hirport (L2TP) (VPH3-78) VPN RAsjRouting  Inactive
 General T2 WAN Miriport (L2TP) (VPNG-61) YN RAS{Routing  Inactive -
L static Routes TR waN Miniport (L2TP) (VPN3-44) VPN RAS[Routing  Inactive
5 DHCP Relay Agent 2 waN Miniport (L2TP) (¥PNG-27) VPN RAS[RoUting  Inactive
5 o 2 waN Miniport (L2TP) (YPNG-10) VPN RAS[RoUting  Inactive
55 naTiBasic Frewall  [T2WAN Miniport (PPTP) (veh-121) YoN RAsjRouting  Tnactive
57 Remote Access Poldes. | WA Miiport (PPTP) (PN-104) VPII RASRoutng  Tnactive
1 Remote Accoss Logging |F2wan Minpart (7F) (PN4-7)  vPN Rasoutng  Tnactive
T2 waN Miniport (PPTP) (vPN4-70) VPN RAS[RoUting  Inactive
52 WAl Miniport (PPTP) (VPN4-53) VPN RAS[RoUting  Inactive
T2 waN Miniport (PPTP) (vPN4-36) VPN RAS[RoUting  Inactive
T2 WAl Miniport (PPTP) (VPN4-19) VPN RAS[RoUting  Inactive
WAl Miniport (PPTP) (vPN4-2) VPN RAS[RoUting  Inactive
T2 WAl Miniport (L2TP) (¥PNG-113) VPN RAS[RoUting  Inactive
T2 waN Miniport (L2TP) (YPNG-96) VPN RAS[RoUting  Inactive
T2 waN Miniport (L2TP) (¥PNG-79) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (YPNG-62) VPN RAS[RoUting  Inactive
T2 waN Miniport (L2TP) (YPNG-45) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (¥PNG-28) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (YPNG-11) VPN RAS[RoUting  Inactive
T2 WAl Miniport (PPTP) (VPN4-122) VPN RAS[RoUting  Inactive
2 WAl Miniport (PPTP) (VPN4-105) VPN RAS[RoUting  Inactive
2 WAl Miniport (PPTP) (vPN4-68) VPN RAS[RoUting  Inactive
2 WAl Miniport (PPTP) (VPNA4-71) VPN RAS[RoUting  Inactive
2 waN Miniport (PPTP) (VPN4-54) VPN RAS[RoUting  Inactive
T2 waN Miniport (PPTP) (VPN4-37) VPN RAS[RoUting  Inactive
2 waN Miniport (PPTP) (vPN4-20) VPN RAS[RoUting  Inactive
WAl Miniport (PPTP) (vPN4-3) VPN RAS[RoUting  Inactive
T2 WAl Miniport (L2TP) (¥PNG-114) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (¥PNG-97) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (YPNG-80) VPN RAS[RoUting  Inactive
2 waN Miniport (L2TP) (YPNG-63) VPN RAS[RoUting  Inactive
A3 i Mininort (1 2TP) (VPA-46) VPN RASRAND __Tnartive
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