Setting up D-Link VPN Client to VPN Routers

Office Unit: DI-804HV (firmware 1.41)

LAN IP: 192.168.100.22 Subnet Mask: 255.255.255.0
WAN IP: 202.129.109.82 Subnet Mask: 255.255.255.224
Default Gateway: 202.129.109.65

Remote PC:
IP: 192.168.0.108 Subnet Mask: 225.255.255.0
Default Gateway: 192.168.0.254

Remote OFFICE

workstation Router

W|thPN client with VPN DI-804HV

1 Passthrough VPN Router
= LAN IP: ‘ Public IP: Public IP: LAN IP:
192.168.0.254 202.129.109.94 202.129.109.82 192.168.100.22
192.168.0.88 192.168.100.115
Gateway: Gateway:

192.168.0.254 192.168.100.22

VPN Tunnel
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Office DI-804HV Settings:

Log into the router's WEB interface and go to Home > LAN. Change the IP address of the LAN port
of the router to required IP.

Once you have changed the LAN IP address on the router, make sure your PC has an IP address from the same
subnet (192.168.100.x in this example), you may just need to renew IP on your PC or reboot.
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Bulmg NETWOrKS 101 PEOpIE DI_304HV
Broadband VPN Router

Home [L.UUELTS-T. B, F 1] S Status Help

LAN Settings
The IF address of the DI-304HY.

IP Address 192.168.100.22 |

Subnet Mask |255.255.255.0 |

Wizard )
Domain Marme |

|
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Apply Cancel Help
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Next go to the Home > WAN page, choose the type of connection your ISP requires. In our example
it is Static IP Address.

You need to have a static IP address on the WAN port of at least one unit out of the two participating in VPN
connection. Some PPPoE connections have a static IP as well (in most of such cases you do not have to specify
the IP — your ISP will be providing you with the same IP every time you connect).

After setting up the WAN port click on Apply to save settings.

D-Link

Bulsdmg Networks Tor Feople DI_B 04Hv
Broadband VPN Router

Home [.UVELTECD Tools Status Help
WAN Settings
Please selectthe appropriate option to connect to your 1SP.
(] Dwynamic IP Address Choose this option to obtain an IP address autamatically
from your ISP, (For most Cable modem users)
I_ (&) Static IP Address Choose this option to set static IP information provided to
Wizard you by your [SP.
(@] PPFaoE Chaoose this aption ifyour ISP uses PPPOE. (For most DSL
users)
WAN . i
@] Dial-up Metwork To surfthe Internet via PSTRISDRM.
pree— () Others WA Type for PPTR, L2TP and BigPond Cable connect to
LAN ISP.
sTat P A 85
DHCP
IP Address |20212010982 |
[ — Subnet Mask 255.255.255.0 |
VPN
ISP Gateway Address 20212010065 |
Prirnary DMNS Address !ﬁﬁéﬁﬁﬁéa |
Secondary DNS Address 4222 |
MTU [1400
Auto-hackup ) Enabled @ Disabled
9 9 0O
Apply Cancel Help




Next make sure you can access the Internet (that will confirm that you have set WAN settings
correctly), then log back into the router and go into Home > VPN,

Make sure you have VPN Enable box ticked and tick NetBIOS Broadcast.

Click apply, once the page comes back click on Dynamic VPN Settings

D-Link

Bulidmg Networks 1or People Dl_a D 4 Hv
Broadband VPN Router

TR Advanced Tools Status

VPN Settings

tem Setting
WPM Enable
MNetBI0OS hroadcast Enable
Max. number oftunnels g
1D Tunnel Name Method

| IKE w | Mare ]

| IKE b | More ]

| IKE w | Mare ]

| | [
| | [
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| | |
| | [
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| IKE w | More ]

[ Previous page J[ Mext page l
| Dynamic vPH Settings.. || L2TP Server Setting.. || PPTP Server Sefting.. |
| iew WPN Status. |

9 OO

Apply Cancel Help




On the VPN Settings page enter the required information:
Tunnel name, select Dynamic VPN to enable Dynamic VPN

Local Subnet / Netmask are characteristics of the network where the Unit you are currently
configuring is installed.

Preshare Key: this can be anything up to 31 characters long (write down this key as you will need it
when configuring the remote VPN client).

Then click Apply, then click on “Select IKE Proposal...”

D-Link

BUlimg NETwWorks 107 Peopie DI_B 04"'“
Broadband VPN Router

LM Advanced Tools  Status  Help
VPN Settings - Dynamic VPN Tunnel
Item Setting
Tunnel Marne test
Dihatmic WP M Enable
Local Subnet 192 168.1000
Local Metrmask L?s_iﬁ;sfn_‘
Freshare Key wwssnnes |
Extended Authentication [ClEnable Server mode | Set Local user..
AUITH)
IKE Proposal index [ Select KE Proposal... |
IPSec Proposal index [ Select IPSec Proposal. .. J
@9 OO0
Back Apply Cancel Help




Below is the example how you can setup |IKE Proposal.

We used the following settings:
ID 1, Name: test, Group 2, 3DES, SHA1, 28800, Sec

After you have entered in the information, you will need to click on the Proposal ID drop-down box
and select ID 1, then click “Add to”.

Click Apply, then click on Back.

D-Link

Bulidmg Networks Tor People DI_B 04Hv
Broadband VPN Router

Home [LUCUVELT-T-T. M. v 1.1 E3 Status Help

VPN Settings - Dynamic VPN Tunnel - Set IKE Proposal

tem Setting
IKE Proposal index test

Wizard Remove

\

WAN I Proposal Mame DH Group  Encrypt algorithmm Auth algarithim Life Time  Life Time Unit

1 ftest | |Group2 w|  |3DES v | |sHa1 | |z8800 | sec. v

t Lan 2 | | |Group1 w|  |3DES v | 'sHa1 | o N
3 | | (Group1 w|  |3DES v | lsHat | [0 | [sec. v

™ buee 4 | | (Group1 w|  |3DES v | B N
5 | | |erowpt w|  |30ES v |sHat w| o | [sec. v

VPN B | (Group1 w|  |3DES v | E N
7 | (Group1 w|  |3DES v | B N

8 | | |Groupt v |30ES v |sHat w| o | |sec.

g | | (Group1 w|  |3DES v | E N

10 | | (Group1 w|  |3DES v | lsHat | [0 | [sec. v

Proposal ID | -- zelect one -- W | [ Al to ] Proposal index

O @ VO

Back Apply Cancel Help




Click on “IPSec Proposal” and you should see a page similar to the one below.
Configure it the same way as on the IKE Proposal page.

After you have entered in the information, you will need to click on the Proposal |D drop-down box
and select ID 1, then click “Add to”.

Then click Apply.

D-Link

Buliimg Networks for People DI_804HV
Broadband VPN Router

Home [CVELTED Tools Status Help
VPH Settings - Dynamic YPN Tunnel - Set IPSEC Proposal
¢ tem Setting
IPSec Proposal index test
=i =
f Proposal Encap Encrypt Auth Life Life Time
—— D hame DHGIOUP  otocal algorthm algorithm Time  Unit
— 1 ltest |[Groupz w| [EsP w| [3DEs w| [sHat v [28800 | [sec. v
LAM
2 | ||Mone  v| |ESP v| (3DEs v | (mone v | [0 | |Sec. v
T 3 | |Mone  w| |ESP v|  |3DES v| |mone v | [0 | |sec. v
4 | ||Mone  v| |ESP v|  |3DES | |Nome | |0 | |sec. v
VPN 5 | ||Mone  w| |ESP v|  |3DES | |None | |0 | |sec. v
6 | |mone  w| |EP v| |3DES | |mone | [0 | |sec. v
7| ||Mome | |ESP | [3DES | |nome | |0 | |sec.
5 | ||Mone  w| |ESP v|  [3DES | [None | [0 | |sec. v
g | ||Mone  v| |ESP v| (3DEs v | (mone v | [0 | |Sec. v
10 | |Mone  w| |ESP v|  |3DES v| |mone v | [0 | |sec. v
Proposal ID | -- select one .- | % |[ Add to ]Prupusal index
Back Apply Cancel Help

This is all you need to do to configure the VPN router. Now you need to setup the Workstation (with
the D-Link VPN client).



Configuring The Remote PC IPSec connection (D-Link DS-601 VPN Client Software)

First start the D-Link VPN software. You can find it under the Start button > Programs > D-Link VPN
Client.

Click on D-Link VPN Client Monitor.

f@ O-Link VPN Client Dy O-Link VPN Cliert Monitor
7] Eset v 3 Uninstal

D) sames » 2 WPh Client Register

[7) HushPage » & VPN Client Tracer

Once the software loads, click on Configuration > Profile Settings

D D-Link VPN Client - o] x|
Connection | Configuration Log  Window  Help

Erofile QOutside Line
AR, Extended Firewal Settngs I

CLtside Line Prefix

Logon Optons

Frofile Settings BackLp

Connect Disconnect D-Link
Statistics:
Tirme anline: 00:00:00 Timeout (sec): a
Data (Tx) in Byte: 0O Direction: -
Data (Rx) in Byte: 0 Link Type: Carm
Speed (KBytels): 0,000 Encryption:

You should see the list of pre-set profiles. Click on “New Entry” button on the right hand side.

Profile Settings il

—Awailable Profiles

Profile Narmes Configure |
DFL-300 LAN MNew Entry
DFL-500 [PPPoE] xDSL (PPPoE)
DFL-500 LAN Duplicate
DFL-700 [Modern)] <PhoneMumbers
DFL-80 LAMN Delete
DFL-300 LAN
D804k [PPPoE] xDSL (PPPoE) Help
D804k LAN
D62 dvup+ LAMN LCancel
tect L

OK




It should bring up the wizard as shown below.

In the “Name of the connection” type in your profile name and click Next button.
Destination Assistant il

Connection Name F 2]
Enter the name of the connection D-I Ilnk

The cannection may be given a descriptive name; enter a name in the fallowing fisld.

ﬁ Marme of the connection
ICIientTD Fouter

< Back ﬂexb Cancel

Next you need to select the type of Internet connection that you have.
Click Next after you have selected your connection type.

1) PC connected to a router or to a Telstra cable modem use “LAN (over IP)".
2) PC connected to an ADSL modem use “LAN (over IP)”

3) PC uses a dial up connection use “Modem”

4) PC connected to ISDN use “ISDN”

Destination Assistant il

Link type {Dial up configuration) - ®
Select the media type of the connection. D.I‘lnk

Dietermine how the connection to the corporate network should be established. If the internetis
to be usedvia modem. setthe communication mediato "madem" and then selectthe
appropriate modem.

Er«:-"-g Communication media ; ISOM ll
xDSL (PPPGE)
PPTP

< Back | Mext » | Cancel




Enter VPN Gateway address. This will be the public IP of the router in the Office (eg.
202.129.109.82). Click Next button.

Destination Assistant i|

YPN gateway parameters - ®
To which %PMN gatewsy should the connection be established? D'I‘lnk

Enter the DMS name (i.e. vpnserver.domain.com) or the official IP address (e 212.1017.249) of
the WFM gateway wou want to connect to.

Gatewsy
|202.129.109 &2
[7 Use exended authentication (X4UTH)

@ Isername

Password Fasswaord (Confirm)

< Back

Cancel |

Enter the same Pre-shared key that you have entered in the office VPN router in the Shared secret.
Retype it in the Confirm secret.
Select “None” under the “Local identity” and click Finish button.

Destination Assistant il

Pre-shared key - W
Comman secret for data encryption D-I Ilnk

A shared secret or pre-shared key is used to encrypt the connection; this then needs to be
indentically on both sides (VPN client und YPN gatewsay).
Enter the appropriate value for the IKE ID according to the selected ID type.

{(J% Pre-shared key

Shared secret : Confirm secret

Im [r—

Local identity
= Type: INone LI
1D IP Address
Fully Qualified Domain Mame
Fulky Qualified Usemame
IP subnet address
ASHMIT Distinguished Mame
ASMNT Group Mame
Free string used to identify groups




After finishing the wizard, you should see the new profile in the list.

Select the name of the profile you have just created. Then click on “Configuration” on the right hand

side.

Profile Settings

x|

—Available Profiles

Frofile Mames

Client To Router
DFL-1500 [Modem]
DFL-300

DFL-500 [FFFoE]
DFL-500

DFL-700 [Modem]
DFL-a0

DFL-300

DI-804hw [FPFPoE]
D804k
D-G2dwup+

tact

L
<PhoneMumbers
LM

*DEL (FFPoE)
L
<FhoneMumberz
LM

LM

*D5L (FFPoE)
LA

LA
(AN

Fhone Mumber/Link Type

B

Caonfigure

Mew Entry

Cuplicate

Delete

Help

Cancel

[0];4

Under the General options you can change the Profile name and the communication

Profile Settings

General

IPSec General Setftings
Identities

IP Address Assignment
Remote Networks
Firewall Settings

Client To Router

—Genetal

Ercfile name :

ICIientTD Fouter

Communication meadia

Help

Cancel

media type.



Click on the “IPSec General Settings”.

You should see the below , Under Policies > IKE Policy, Select the pre-set profile called “DI-824vup+
[3DES-SHA-DH2]”

Also select the DI-824vup+ [3DES-SHA] profile for IPSec Policy.

Profile Settings Client To Router 1|

Ceneral IFSec General Settings

IFSec General Settings _
Identities ' Gateway' ! 202.129.109.82

IP Address Assignment
Femote Metworks
Firewall Settings @ IKE policy DI-82 4vup+ [3DES-SHA-DHZ) LI
automatic mode
‘D82 4yup+ [ADES-SHA-DH
DFL-80 [3IDES-5HA-DHZ]
DFL-900 [3DES-SHA-DHE]
Advanced options ——DFL-1600 [3IDES-SHA-DHZ]

.~ |DFL-300 [3DES-SHA-DHZ]
ﬁ Exeh.mode: | o 5np [3DES-SHA-DHZ]

EFS group:  |DH-Group 2 (1024 Bif ~|

[™ Use IP compression (LZS)
[T Disable DPD (Dead Feer Detection

Folicies

IFZec policy

Help 0] 4 Cancel

Select the “Main Mode” option under Advanced options > Exch. mode.
And select DH-Group 2 under the PFS group.

Profile Settings Client To Router x|

General ~IPSec General Settings

IPSec General Settings _
Identities | Gateway:  [202129.109.82

IF Address Assignment
Femaote Metworks
Firewall Setiings @ IKE policy:  |DF824vup+ [IDES-SHA-DH2] v |

IPSec policy : |D-824vup+ [3DES-5HA] ~|

Folicies

Policy litetimes .| Policy editor . |

Advanced optians

ﬁ Exch mode - IMain bode LI

EF= group :

[7 Use IP compression (LZS)
|_ Disable DFD (Dead Feer Detection

Help | [0]:4 Cancel




Under “Identities” and “IP Address Assignment” you do not need to change anything.

Profile Settings

Client To Router

General

IFSec General Settinﬁs

IP Address Assignment
Femaote Netwarks
Firewall Settings

—ldentities

Local identity

Fre-shared key

% Shared secret I

Confirm secret ; I“'""“‘

[T Use extended authentication (<ALUTH)

m Username : I

Bassword I
Help | o4 Cancel
Profile Settings Client To Router ﬂ
General —IF Address Assignment
IFZec General Settings  Use IKE Config Mode
Identities % )
P Address Assignment ® Use|ocal IP address
Fiemnote MNetworks (" Manual IP address
Firewall Settings
IPaddress: (0000
Subnet mask IZEE.ZEE.ZEE.D
[T DNS /WINS servers
DS serer: ID.U.D.D
T WiNSserver: 0000
Help | o4 Cancel




Under “Remote Networks” option you need to enter the remote LAN subnet and subnet mask. In our
example the office network uses 192.168.100.x range of IP addresses, so we entered 192.168.100.0.

Profile Settings

Client To Router

General

IPSec General Setftings
Identities

IF Address Assignment
Eemote Networks
Firewall Settings

—Remote MNetworks

Enter the IF netwarks the tunnel should be used for.
Withaut entries tunneling will akways be used.

Subnet masks
|255255255D

Metwork addresses
|1921Ea1nun

jnooo jnooo
0000 0000
joooo o000
joooo o000

[T Applytunneling security far |ocal networks

| (0]4 Cancel

Help

Under “Firewall settings”, set the Stateful Inspection as Off and click OK button.

Profile Settings

General

IPSec General Setftings
Identities

IP Address Assignment
Remote Networks

Firewall Settinos

Client To Router

x|

—Firewall Settings

With firewall seftings activated packets from other
hosts will be discarded.

Enable Stateful Inspectian : ff

El

[ Only communication within the tuninel permitted

Help (0]4 Cancel




Then click “OK” again.

Profile Settings

—Awailable Profile

DFL-1500 [Modern]
DFL-300

DFL-500 [FFPPoE]
DFL-500

DFL-700 [Modern]
DFL-80

DFL-300

DI-804hy [FPFPoE]
DI-804k
DI-824vup+

toct

Fhone Mumber/Link Type

<PhoneMNumber>

LAN

xD5L (FPPoE)

LAN

<PhoneMNumber>

LAN

LAN

xDSL (FPFPoE)

LAN 1
LAN

| AN LI

Configure

New Entry

Duplicate

Delete

Help

daddd

Cancel

oK

Click the Connect button to establish the IPSec tunnel

D D-Link VPN Client

=10l x|

Copnection  Confguration  Log  Window Help

Profile

Qutside Line

ICIientTD Router

Client

Connect | Disconnect D-Link
Statistics:
Tirne anling: 00:00:00 Tirneout (sec): 0
Data (Tx) in Byte: O Direction: out
Data (Rx) in Byte: 0O Link Type: LAN /W LAN
Speed (KByteds): 0,000 Encryption:

VPN connection is in progress:

D D-Link VPN Client

Copnection  Confguration  Log  Window  Help

=1o] x|

Profile :

Qutside Line

ICIientTD Fouter

Client

= |

Speed (KByte/s): 0,000

Caonne Disconnect D-Link
Statistics:
Time anline: 00:00:00 Timeout (gec): 0 sec
Data (Tx) in Byte: O Direction: out
Data (Rx) in Byte: O Link Type: LAM SWLAN

Encryption:




When its connected you should see the “Connection is established” message.

_i5)x]

Copnection Configuration  Log  Window Help

Brofile : Qutside Line :

ICIientTD Fouter LI I

Connection is

Comrect | Disconnect D-Link
Statistics:
Tirne anling: 00:00:10 Tirneout (sec): 0 sec
Data (Tx) in Byte: &7 Direction: out
Data (Rx) in Byte: &7 Link Type: LAM f WWLAN
Speed (KBytels): 0.057 Encryption: Triple DES

If you login into the office router’'s web configuration page and then go to Status > VPN Status, it
should say “IKE established” in the State section.

D-Link

Bulidmg Networks 1or People Dl_a 0 4HV
Broadband VPN Router

Home Advanced Tools Status m

WP status display YPR connection state.

Refresh || PN setting...

Rermote Metwork  Local Metwork
MName E!Phﬂd?rhiss{d P Address! Type State Tl?:;ee Cirop
ek Subnet Mask
1 I.n Gateway
g 1924880108 o0 4oo 000
test 2652652852850 oo oo n-.y ESPHnnel IKE established 26993 [Drop |
el 202.129.109.94

0.0.0.0f
test  255.255.255.2550 o Dynamic IPSec 0

255.255.255.0
VPN Status 265.255.255.255




Appendix 1.
How to test your VPN conection.

Make sure that computers on both locations can access the Internet.

The make sure that you are on the PC which is running the D-Link VPN software.
The go to Start > Run, type command and click on OK.

If you type in the below then hit Enter.

ping 192.168.100.22 -t

You should see messages similar to the one below:

SWINDOWS W system32 emd.exe - ping 192.168.100.22 -t -|

Request timed

Request timed

Request timed

Request timed

Reply from 192. . .22 time=9ms TTL=64

Reply from 1932. . .22 time=58ms TTL=64
from 192. . .22 time=7Tms TTL=B4

from 192. . 22 time=6ms TTL=6Y4
from 192. . .22: time=5ms TTL=64
from 192. . 22 time=104ms TTL=64
from 192. . .22 time=3ms TTL=64
from 192. . .22 time=2ms TTL=64
from 192. . .22: time=25ms TTL=64
from 192. . .22 time=2ms TTL=64

If you see a message saying Reply from... that means that VPN tunnel has been established
successfully and you can communicate with remote network via VPN.




Appendix 2
Connecting to remote computers/drives via VPN

You can map remote computers’ drives by opening Windows Explorer and going to Tools > Map
Network Drive (you need to specify the IP address of the computer on remote network and the name
of the shared folder):

Map Network Drive @

Windows can help wou connect ko a shared network Folder
and assign a drive letker to the connection so that wou can

.\“ access the Folder using My Computer.
e

et | Specify the drive letker for the connection and the Folder
that wou want ko connect to:

Drive: i b4

Folder: | 1192.168.0.108\Shared [ v

Example: \\serverishare

Connect using a different user name.

Sign up For onling storage of connect ko a
network server,

[ Finish ] [ Cancel ]

Alternatively you can do Search > Computers or People > Computer on Network > specify the IP
address of the computer you are trying to connect to.

If you do not see computers in My Network Places or My Network Neighborhood you may need to
enable NetBIOS over TCP/IP in Windows. Or use the methods described above.

Note that firewall/antivirus software installed on your or remote computer may stop you from
accessing shared folders.



Appendix 3
Note to DSL-300, DSL-300+, DSL-302G modems users
and DSL-500, DSL-504, DSL-604+ users.

If you are using DSL-300 to connect your DI-804HYV to the Internet please avoid using 192.168.1.x
addresses on your networks as it is the temporary subnet used by the modem.

If you are using DSL-300+ to connect your DI-804HYV to the Internet please avoid using 192.168.0.x
addresses on your networks as it is the temporary subnet used by the modem. Also note that DSL-
300+ links to the MAC address of the device connected to it directly. So if you configured the modem
while it was connected to your PC directly or to another router, you will need to reconfigure it while it
is connected to your DI-804HV. Here are the steps:

1. Connect the DSL-300+ modem to the WAN port of your DI-804HV.

2. Set WAN port on DI-804HV to “Dynamic IP” and set LAN port to subnet different from
192.168.0.x (e.g. 192.168.3.1)

3. Renew IP address on your computer so it will be on 192.168.3.x subnet and log into the
DSL-300+ using your Internet browser: http://192.168.0.1

4. In the DSL-300+ interface select Account Management. Put a tick next to your account and
click on Delete.

5. Select Account Configuration and reconfigure the modem according to your ISP requirements.
Click on OK to save settings.

If you are using DSL-500, DSL-504, DSL-604+ router to connect your DI-804HV to the Internet
please avoid using 192.168.0.x addresses on your networks as it is the default LAN subnet used by
the routers. You may change it to a different subnet (e.g. 192.168.33.1) if you wish, under
Configuration > Ethernet IP.

Note that you need to enable VPN pass-through on the router. Or go to NAT Configuration and
enable DMZ: specify the IP address of the WAN port of DI-804HV there.

DI-804HV WAN port should be set with static IP from the same subnet as DSL-xxx LAN port. Default
Gateway should be set as DSL-xxx LAN port IP address.

Please keep in mind that with DSL-xxx routers with NAT enabled your public IP address will be
located on the WAN port of DSL-xxx router. WAN port of DI-804HV will have private IP address.
When setting up Remote Gateway in VPN you will need to use public IP’s on DSL-xxx routers’ WAN
ports, e.g. 202.129.109.87 (see example with DSL-302G below).



With DSL-302G the setup is similar. This modem uses 10.1.1.1 address on LAN.

Workstation A:
192.168.2.156
Gateway:
192.168.2.1

LAN:
192.168.2.1

"WAN: 10.1.1.10
Gateway 10.1.1.1

WAN:
202.129.109.87

DMZ !‘BIMAP

10.1.1.10 DSL-302G

In order to enable VPN traffic pass-through in this modem you need to do the following:
Log into the modem’s WEB interface and select WAN > NAT. Under NAT Options select NAT Rule

Entry. Click on Add button.

Under Rule Flavor select BIMAP. Set Rule ID as next number in the rules table (in our case it is 2). IF
Name = ALL. Local Address will be the IP on the WAN port of your DI-804HV which is connected to
this modem. Global address leave as 0.0.0.0:

NAT Rule - Add

NAT Rule Information

Rule Flavor: BIMAP
Rule ID: 2
IF Name: ALL w
tocal Address: i0 i i i0
Global Address: 0 0 0 0

Submit I Cancel Help

Copyright @ 2002 D-Link, Inc, all rights reserved.

Then click on Submit to apply the settings.

When setting up Remote Gateway in VPN you will need to use public IP on DSL-302G’s WAN port.

D-Link Australia & NZ Technical Support Team can be contacted on 1300 766868 (AU), 0800 900 900 (N2)
or support@dlink.com.au

~ End of Document ~






