
                How to setup trunk interface on WAN port 

 

 

Topology: 

PC1 (10.90.90.100) ----------------- (port 3) ---------- cisco switch (port 2 trunk) ------------ DFL-210 

PC2 (192.168.20.100) -------------- (port 5) 

PC3 (192.168.30.100) -------------- (port 7) 

 

PC 1: VLAN 1 

PC 2: VLAN 2 

PC 3: VLAN 3 

 

Customer wants to achieve the following solutions: 

 

1. Create Three VLANs on DFL as in Cisco switch ( VLAN 1,2,3) 

2. Make a switch port member of the Three VLANs as well as DFL's WAN_1 port 

3. Tagged the switch port for two of the VLANs (VLAN 2 and 3) 

4. Untagged same switch port for VLAN 1 (default or native VLAN) 

5. The untagged port (default VLAN) will be used for management. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

Step: 

 

(1) Configuration CISCO switches.  

Port 2: trunk 

Port 5-6: VLAN 2 

Port 7-8: VLAN 3 

 

 

 

 

 

 

 

 



 

(2) You just need to configuration VLAN 2 and 3, because VLAN 1 is default VLAN. 

 

 

(3) Create interface group then add VLAN 2, 3 and WAN interface in this group. 

 

 

 

(4) Create IP rule for VLAN interface. 

 

 

(5) Change remote management interface from LAN to ANY! 

 

 

 

 

 



 

(6) DFL can ping PC 1, 2 and 3. Now, we can make sure traffic can pass through trunk 

to reach other device. 

 

 

 

 
 

 

 

                               END  


