
How to setup DDNS function on DFL model and create IPsec tunnel to DSR model  

[Topology] 

 

[DFL-210]  

Firmware: 2.27.03.25-14787 

DDNS Domain Name: chuckwang.dlinkddns.com 

1. Objects > Address Book  

Add two of DNS server IP objects. 

 

2. System > DNS  

 

3. Objects > Authentication Objects 

Create Pre-Shared Key. 

 

4. Interfaces > IPsec 

Create IPsec policy. 

 

<General>                    < Authentication>             <Routing> 

    

  



<IKE Settings>                                <Keep-alive> 

   

<Advanced> 

 
5. Interfaces > PPPoE 

Create PPPoE interface. 

 

6. System > Misc. Clients 

Setup DDNS 

 

 

7. Rules > IP Rules 

 

[DSR-500N] Firmware: 1.06B55 

1. Setup > Internet Settings > WAN1 Settings > WAN1 Status 

Setup WAN interfaces IP. 

2. Setup > VPN Settings > IPsec > IPsec Policies 



 

    

    



    

    



    

[Check] 

DFL Console: 

DFL-210:/> routes 

You can see the IPsec Dynamic route. 

 

DFL-210:/> ipsecstats 

 

  



DSR Web GUI: 

Status > Active VPNs 

 

[Result] 

The tunnel will keep established and both of PC can ping each other. 

 

END 


